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Abstract 
Today, we are seeing an electronic and safety system driven era of profound 
change in the automotive industry. The System on Chip (SoC) is really focused 
on this revolution; it’s a powerful integrated Circuit (IC) that’s able to put 
several components in a single chip. Yet the latest-generation sophisticated 
SoCs are transforming how vehicles operate, communicate and protect their 
vehicle occupants, and more. The movement of cutting edge SoC solutions 
to automotive applications is reviewed, and evaluated in terms of its in-
fluence on vehicle performance, connectivity and safety. But with vehicles 
becoming more connected and autonomous – electronic systems are needing 
to be more powerful, efficient and secure. Modern vehicles have a variety 
of computational requirements that automotive manufacturers and suppliers 
are attempting to meet in order to achieve robust security, and automotive 
manufacturers and suppliers are racing to develop innovative SoC solutions 
that can accommodate these computational requirements. From advanced 
driver assistance systems (ADAS), to infotainment and control, automotive 
electronics are becoming the basis of such SoCs. As with all the latest trends 
of automotive SoC design and the challenges a developer has to go through 
in the market, this is a comprehensive study. Additionally, we will complete 
further discussion about the importance of cybersecurity for cybersecurity in 
these complex systems and cyber standards which define the conditions for 
the formation of these systems. To the world of automotive SoC technology, 
and how this is evolving to reach for the skies.
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Automotive Electronics: The Evolution
Automotive electronics have certainly had quite a 
journey far from it. It is the needs and the technology 
that are always changing. The change has been 
rapid and revolutionary from simple engine control 
units to the complex computer based systems of  
today.

Automotive Electronics – Early Days
However, when we were just infants with automotive 
electronics, none of them were any more sophisticated 
than their basics such engine management and basic 
dashboard displays. The rudimentary systems were 
for use as precursors to more complex applications, 

but not suited to either integration or applicability.  
In the days when the digital technology has developed 
rapidly, from analog circuits to digital circuits, 
automotive electronics were thus changed. This 
would help in controlling vehicle functions to a larger 
extent and also will help bring these details to a level 
as close to today’s technological marvels like anti 
lock braking system (ABS) and electronic stability 
control. The introduction of in vehicle networks 
like Controller Area Network (CAN), FlexRay was a 
milestone. For vehicle system management task, it 
was made that the electronic control units (ECUs) can 
communicate with each other through these networks  
(Figure 1).
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Advanced Driver Assistance Systems 
Emergence
ADAS advanced development was the quantum leap 
of today’s automotive electronics. There are adaptive 
cruise control and lane departure warnings in these 
systems and they are highly technological and it 
is using very sophisticated sensors and processing 
that is starting to push lines of what possibly can be 
done in vehicle technology. Much to the delight of 
the automotive industry, System on Chip technology 

has hit the scene and it’s highly integrated, highly 
efficient product design allows unprecedented levels 
of performance in a small footprint. A chip that 
encompasses a bunch of a computer or an electronic 
system’s components is called an SoC. Such a processor 
includes a memory and input/output ports; other kinds 
of special circuitry are also included (Table 1).

But integrating SoCs into products for the 
automotive market brings several advantages: reduced 
power consumption, smaller size, more reliability. 

Fig. 1: Controller Area Network

Table 1. SoC Solutions for Automotive Electronics

Challenge Description Impact

Power Consumption Automotive SoCs need to provide high 
performance while minimizing power us-
age.

Higher power consumption can reduce 
fuel efficiency and increase battery de-
mands.

Real-Time Performance SoCs must handle time-sensitive tasks 
and provide immediate responses to crit-
ical events.

Failure to meet real-time deadlines can 
compromise safety and vehicle perfor-
mance.

Temperature Variability Automotive environments have wide tem-
perature ranges that can affect the reli-
ability of components.

Excessive heat can lead to hardware fail-
ure and reduced lifespan of components.

Data Security and Privacy With the increase of connectivity in ve-
hicles, security and privacy concerns be-
come critical.

Data breaches or unauthorized access to 
vehicle systems can lead to safety and 
privacy risks.

Integration with Legacy Systems Ensuring that new SoC designs are com-
patible with existing automotive systems 
and infrastructure.

Compatibility issues with older systems 
can increase development and integra-
tion costs.
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Additionally, they decrease time for data processing, 
which is the time it takes to complete processing of 
data received by the vehicle from various sources such 
as Road, Navigation, Speed, etc. and also improve 
heat management; one important aspect in stressful 
automotive environment, as this is enclosed area where 
the vehicle is, and the heat it generates is collected 
very easily. Adapting the artificial intelligence to 
car industry to detect and predict the potential 
hazards in the vehicle. Across several roads, artificial 
intelligent systems have already probed the airbags 
put into action by breaks. Actually, the technology 
is used in spotlights and sunroofs that smooth out 
in poor weather. Modern automotive SoCs consist of 
CPUs, GPUs, DSPs and accelerator dedicated to AI and 
computer vision related applications. Additionally, a 
suite of different interfaces to the sensors, displays 
and other vehicle systems are implemented.

SoC Architecture Trends
With the growth of drivers of connected and autonomous 
vehicles, the architecture of automotive SoCs is also 
growing. Mature and sophisticated processors such as 
the multi core, heterogeneous and neural processing 
units all under process, can process these algorithms 
more rapidly and efficiently.

Advanced Connectivity Modules in Automotive 
SoCs

Connectivity, and in particular SoCs are key 
enablers to scalable, reliable connectivity of vehicle 
and network.

Communication Protocols
Modern automotive SoC systems today use numerous 
communication protocols including CAN, LIN, FlexRay, 
etc., Automotive Ethernet. These integrated solutions 
are simple to design and raise the overall reliability. 
At the same time, the emerging connected vehicles 

require wireless connectivity modules embedded to 
the SoCs. Thus , it extends to technologies like Wi-Fi, 
Bluetooth, 4G / 5G cellular networks, DSRC (dedicated 
short range communication) for Vehicle to Everything 
(V2X) applications.

SoCs responsible for high speed data processing 
are ideally intended for automotive automotive if they 
need to process the massive amounts of data produced 
by connected vehicles. In other words it implies real 
time analysis of sensor data, seamless infotainment 
streaming with zero latency and fast over the air 
updates.

Edge Computing Capabilities
It’s already bringing more vehicles to operate more 
autonomously, and so, it needs the edge computing 
capability, because the demand is there. Therefore, 
these days, SoCs are being designed with powerful 
processors and AI accelerators for on board processing 
of complex algorithms in device to achieve lower 
latency and enable better decision making in critical 
scenarios. Today’s modern vehicles such as electric 
or hybrid vehicles are in need of efficient power 
management. One must admit that means to reduce 
the energy consumption and to optimize the vehicle’s 
overall performance are dominated by SoCs nowadays. 
Automotive SoCs consist of very advanced power 
management units to minimize power to functionalities 
of such complex vehicle systems. Intelligent distribution 
helps in enhancing the energy efficiency and the life of 
the battery in electric vehicles.

Battery Management Systems
In electric and hybrid vehicles, advanced battery 
management systems depend on the presence of soCs. 
Battery health, charge and discharge life are those 
things those systems track, and a safe battery under 
any condition is what they do (Figure 2).

Fig. 2: Battery Management System
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Regenerative Braking Control
Regenerative braking systems are precise to control, 
which is a need for electrification of vehicles and pow-
ertrains, where soCs are well suited for this application. 
On these systems the energy is captured while braking 
and stored, which has a significant effect upon the over-
all vehicle efficiency.

Thermal Management Integration (TMI)
Modern automotive SoCs allow access to integrated 
thermal management capabilities. It allows for the 
cooling of electronic components to be done more 
efficiently and, therefore, fluids can be cooled in 
an optimal state and for an extended period of time 
(Table 2).

Sensor Integration and Fusion
Therefore, sensor data integration and fusion is an 
obvious priority of modern automotive electronics in 
relation to in initiating advanced safety features and 
developing an autonomous vehicle.

Multi-Sensor Data Processing
The data from a number of sensors are meant to be 
handled in one shot by the Automotive SoCs. The 
entire environment of the vehicle is captured by the 
camera, radar, lidar, ultrasonic sensor and more that 
reside in the vehicle.

Sensor Fusion Algorithms Real Time
On advanced algorithms executing on automotive 
SoCs, real time fusion of data from multiple sensors 

is possible. It improves the accuracy and reliability 
of the vehicle acquired scene representation which 
is needed for both ADAS and autonomous driving  
systems.

Environmental mapping and perception
SoCs are used to build sophisticated environmental 
perception systems that create lengthy term 3D maps 
of vehicle’s surroundings. This capability is useful for 
navigation, obstacle detection and path planning of 
autonomous vehicles for this purpose.

Measurement and Sensor Calibration, Self 
Diagnostics
chez modern automotive SoCs, les fonctionnalits 
de calibration et diagnostic des sensoirs se dfaut. 
The capability to provide the on-line accuracy and 
availability of sensor system in harsh environmental 
conditions is guaranteed. ADAS (safety and driving 
experience) is one of the most important automotive 
electronics application of SOC technology. Collision 
avoidance systems based on sensor data are used to 
detect potential hazards and initiate proper responses, 
like automatic braking or steering assistance, by SoCs. 
Advanced image processing capabilities of automotive 
SoCs are provided with lane keeping assistance and 
traffic sign recognition to enhance driver awareness as 
well as safety.

Adaptive Cruise Control
Soc are the hard work behind the poor cliš system: 
keeping us safe distances from the other vehicles on 
our own.

Table 2: Challenges in SoC development

Description Benefit

Utilizing power-saving features like dynamic voltage scaling 
and clock gating to optimize energy use.

Reduces overall energy consumption, increasing efficiency 
and reducing emissions.

Employing multi-core processors to handle parallel tasks 
and achieve high performance without overloading a single 
core.

Ensures timely processing of critical data, enhancing vehicle 
safety and performance.

Incorporating active and passive thermal management solu-
tions to ensure reliability in extreme conditions.

Prevents overheating, maintaining system stability and pro-
longing component life.

Integrating state-of-the-art encryption algorithms and secu-
rity features to protect sensitive data and communications.

Protects against unauthorized access, ensuring vehicle safe-
ty and privacy for users.

Designing SoCs with modular components that can be easily 
scaled and adapted to meet changing automotive require-
ments.

Enhances flexibility, reduces costs, and simplifies system up-
grades and future-proofing.
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Surround View & Parking Assistance
Small, high performance SoCs that power modern 
cars enable advanced parking help such as automated 
parking and 360 degree surround view systems. Since 
these advanced infotainment systems are increasingly 
cumbersome and feature rich, they rely on SoCs to 
power the entertainment and information hub that 
is the vehicle of today. Currently, Automotive SoCs 
are equipped with strong graphics processing units to 
power instrument clusters, infotainment screens, and 
heads up displays.

Voice Recognition, Natural language 
processing
Advanced SoCs incorporate voice recognition and 
natural language processing dedicated processors 
that make hands free interaction with vehicle systems 
more intuitive (Figure 3).

Augmented Reality Integration

Some of recent advanced automotive SoCs were 
the basis for making augmented reality applications 
such as AR navigated displays that display directional 
information on the live camera feed.

Multi-Zone Audio Processing
The SoCs offer the choice of more advanced audio 
processing that goes beyond basic audio and provides 
tailored audio experiences for separate zones of the 
vehicle, and to an overall better sound quality.

Automotive Cybersecurity Protection:
The systems are more and more vehicle dependent 
with software features and with more features 
becoming more connected, security in these systems is 
becoming a very big issue. SoCs are used in practice for 
the implementation of robust security measures. HSMs 
enable solving important hardware security problems 
of modern automotive SoCs through these capabilities. 
On SoCs, secure boot processes and continuous 
runtime integrity checking are assured to only execute 
authorized software in the system and ensure the rest 
of the system remains uncompromised in operation.

Automotive SoCs are included with secure OTA 
capabilities for the safe and efficient over The Air 
(OTA) update of software in an automotive system, 
without compromising the security of the vehicle.

Features of an advanced SoC are real time intrusion 
detection and prevention as well as monitoring of 
network or system behavior for a sign of a cyber 
attack.

Fig. 3: Voice Recognition, Natural language processing
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Automotive Standards and Regulations 
compliance
The automotive SoC development is guided by a mixed 
landscape of standards and regulations that determine 
the safety, security and reliability of the automotive 
SoC. The automotive SoCs are architected in order to 
meet the tight functional safety requirements in ISO 
26262, the international standard for functional safety 
of road vehicles. This has features such as redundancy, 
fault detection, and safe failure modes (Figure 4).

Cybersecurity Standard Adherence (ISO/
SAE 21434).
The emerging ISO/SAE 21434 standard for automotive 
cybersecurity is intended to provide form for the 
development of SoCs that are security by design and 
throughout the product lifecycle of the vehicle.

Electromagnetic Compatibility (EMC) Standard 
is used. But they have to obey strict EMC standards 
because automotive SoCs should not interfere with the 
other electronic systems in the vehicle or the external 
devices itself. This is due to the fact that SoCs for 
automotive applications have to run reliably in very 
strict environmental and reliability limits throughout 
the whole life of the vehicle. The automotive SoC 
technology is maturing fast and it will be dictated by 
the following trends:

AI and Machine Learning Integration
And AI and machine learning capabilities on SoCs are 
likely to get more powerful on future automotive SoCs, 

powering more advanced autonomous driving, and 
other predictive maintenance capabilities. As quantum 
computing matures, automotive SoCs will have to 
support quantum resistant cryptographic algorithms 
to maintain long term security. As automotive 
electronics increasingly rely on the increasing power 
and increasing efficiency, the complexity inherent in 
what is possible with these limits in semiconductor 
manufacturing processes are driving today’s most 
advanced SoCs based on increasingly more elaborate 
and more challenging processes.

Software Defined Vehicle Architectures
As these future SoCs are enabled for more flexible, 
software defined vehicle architectures with more 
vehicle customization and ease of vehicle update 
over its lifecycle some then will reduce SoC cost, SoC 
component count, SoC die area, and increase system 
reliability. But there are, in fact, a few challenges in 
automotive SoC technology that we need to overcome 
before UPS will be bright. To balance performance 
and power efficiency (PE) of dynamically decoupled 
applications (DDAs) with multicore MPSoCs. Because 
energy management is important in electric vehicles, 
designers are facing the challenge of addressing 
high performance while keeping power efficiency 
constraints and hence, there is always something 
that designers need to do to achieve an appropriate 
compromise between the two.

For Long Term Reliability Assurance. In automotive 
environment which is very harsh in terms of the possible 

Fig. 4: Automotive Standards and Regulations compliance
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operating temperature fluctuations, vibration and 
electromagnetic interference, SoCs must be reliably 
operated for many years, and must be designed to be so.

Conclusion
As design and verification complexity grows, the 
process for managing the design and verification 
process becomes more difficult to manage. This 
complexity demands new tools and methods by which 
to work with it well. There are quite suddenly some 
recent global events putting the semiconductor supply 
chain vulnerabilities on the line. Stable and secure 
automotive SoC supply stream will depend on the 
industry. The automotive electronics and safety system 
SoC solutions finally form an enabler of a revolution 
in vehicle technology. Modern automotive innovation 
centers on SoCs: SoCs make connectivity better; SoCs 
power cutting edge driver assistance systems; SoCs 
bring new levels of hardware cybersecurity and meet 
even the highest standards. These powerful integrated 
circuits carry a look forward to the life and vehicles 
ahead of us at the dawn of a new front of how and 
where we use our vehicles and live our lives on and off 
the road. However, that doesn’t stick to the fact that 
automotive SoC technology has wonderful potential 
to help bring about safer, more efficient, and more 
enjoyable driving experiences for everyone.

References:
1.	 Cui, C., Du, H., Jia, Z., He, Y., Yang, Y., & Jin, M. (2022, 

December). Data poisoning attack using hybrid particle 
swarm optimization in connected and autonomous vehi-
cles. In 2022 IEEE Asia-Pacific Conference on Computer 
Science and Data Engineering (CSDE) (pp. 1-5). IEEE.

2.	 Khan, I. A., Moustafa, N., Pi, D., Haider, W., Li, B., & Jol-
faei, A. (2021). An enhanced multi-stage deep learning 
framework for detecting malicious activities from auton-
omous vehicles.  IEEE Transactions on Intelligent Trans-
portation Systems, 23(12), 25469-25478.

3.	 Mishra, A., Cha, J., & Kim, S. (2022). Privacy‐Pre-
served In‐Cabin Monitoring System for Autonomous 
Vehicles.  Computational Intelligence and Neurosci-
ence, 2022(1), 5389359.

4.	 Shah, C. V. Vehicle Control Systems: Integrating Edge AI 
and ML for Enhanced Safety and Performance.

5.	 Manukonda, K. R. R. (2021). Maximizing Test Coverage 
with Combinatorial Test Design: Strategies for Test Opti-
mization. European Journal of Advances in Engineering 
and Technology, 8(6), 82-87.

6.	 Ustun, T. S., Ozansoy, C., & Zayegh, A. (2011, Novem-
ber). Extending IEC 61850-7-420 for distributed genera-

tors with fault current limiters. In 2011 IEEE PES innova-
tive smart grid technologies (pp. 1-8). IEEE.

7.	 Yu, Q., Huang, Y., Tang, A., Wang, C., & Shen, W. (2023). 
OCV-SOC-temperature relationship construction and 
state of charge estimation for a series–parallel lithi-
um-ion battery pack.  IEEE Transactions on Intelligent 
Transportation Systems, 24(6), 6362-6371.

8.	 Pittala, C. S., Vallabhuni, R. R., Vijay, V., Anam, U. R., & 
Chaitanya, K. (2022). Numerical analysis of various plas-
monic MIM/MDM slot waveguide structures. Internation-
al Journal of System Assurance Engineering and Manage-
ment, 13(5), 2551-2558.

9.	 Yao, Z., Lum, Y., Johnston, A., Mejia-Mendoza, L. M., 
Zhou, X., Wen, Y., ... & Seh, Z. W. (2023). Machine learn-
ing for a sustainable energy future. Nature Reviews Ma-
terials, 8(3), 202-215.

10.	Chatterjee, D., Biswas, P. K., Sain, C., Roy, A., & Ahmad, 
F. (2023). Efficient energy management strategy for fuel 
cell hybrid electric vehicles using classifier fusion tech-
nique. IEEE Access, 11, 97135-97146.

11.	Shah, C. V. Vehicle Control Systems: Integrating Edge AI 
and ML for Enhanced Safety and Performance.

12.	Hussain, S. S., Aftab, M. A., Ali, I., & Ustun, T. S. (2020). 
IEC 61850 based energy management system using plug-
in electric vehicles and distributed generators during 
emergencies.  International Journal of Electrical Power 
& Energy Systems, 119, 105873.

13.	Yao, L., Chen, Y. Q., & Lim, W. H. (2015, December). In-
ternet of things for electric vehicle: An improved decen-
tralized charging scheme. In 2015 IEEE International con-
ference on data science and data intensive systems (pp. 
651-658). IEEE.

14.	Li, Y., Tan, Z., & Liu, Y. (2023). Privacy-preserving prompt 
tuning for large language model services. arXiv preprint 
arXiv:2305.06212. 

15.	“Lingo-1: Exploring natural language for autonomous 
driving,” Wayve, 2023. [Online]. Available: https://
wayve.ai/thinking/lingonatural-language-autono-
mous-driving/ 

16.	Hbaieb, A., Ayed, S., & Chaari, L. (2022, August). Feder-
ated learning based IDS approach for the IoV. In Proceed-
ings of the 17th international conference on availability, 
reliability and security (pp. 1-6).

17.	Ratna, V. R., Shaker, P. C., & Sadulla, S. (2020). High 
speed energy efficient multiplier using 20nm FinFET 
technology.  Chandra and M, Divya and Sadulla, Shaik, 
high speed energy efficient multiplier using 20nm FinFET 
Technology (January 19, 2021). ICICNIS.

18.	Ucar, S., Ergen, S. C., & Ozkasap, O. (2015). Multi-
hop-cluster-based IEEE 802.11 p and LTE hybrid archi-
tecture for VANET safety message dissemination.  IEEE 
Transactions on Vehicular Technology, 65(4), 2621-2636.

19.	Sherazi, H. H. R., Khan, Z. A., Iqbal, R., Rizwan, S., Im-
ran, M. A., & Awan, K. (2019). A heterogeneous IoV archi-



N. A. Papadopoulos and E.A. Konstantinou : SoC Solutions for Automotive Electronics and Safety Systems for  
Revolutionizing Vehicle Technology 

Journal of Integrated VLSI, Embedded and ComputingTechnologies  | May - August  | ISSN: 3049-1312	 43

tecture for data forwarding in vehicle to infrastructure 
communication.  Mobile Information Systems,  2019(1), 
3101276.

20.	Djilali, Y. D., Bakhtil, Y., Kouninef, B., & Senouci, B. 
(2018, July). Performances evaluation study of VANET 
communication technologies for smart and autonomous 
vehicles. In  2018 Tenth International Conference on 
Ubiquitous and Future Networks (ICUFN)  (pp. 79-84). 
IEEE.

21.	Ahmad, U., Han, M., Jolfaei, A., Jabbar, S., Ibrar, M., 
Erbad, A., ... & Alkhrijah, Y. (2024). A comprehensive 
survey and tutorial on smart vehicles: Emerging tech-
nologies, security issues, and solutions using machine 
learning. IEEE Transactions on Intelligent Transportation 
Systems.

22.	Yan, G., Liu, K., Liu, C., & Zhang, J. (2024). Edge intel-
ligence for internet of vehicles: A survey.  IEEE Transac-
tions on Consumer Electronics.

23.	Cummings, M. L., & Bauchwitz, B. (2024). Unreliable pe-
destrian detection and driver alerting in intelligent vehi-
cles. IEEE Transactions on Intelligent Vehicles.

24.	Vijay, V., Chaitanya, K., Pittala, C. S., Susmitha, S. S., 
Tanusha, J., Venkateshwarlu, S. C., & Vallabhuni, R. R. 
(2022). Physically unclonable functions using two-level 
finite state machine.  Journal of VLSI circuits and sys-
tems, 4(01), 33-41.

25.	Kővári, B., Hegedüs, F., & Bécsi, T. (2020). Design of a re-
inforcement learning-based lane keeping planning agent 
for automated vehicles. Applied Sciences, 10(20), 7171.

26.	Ninan, S., Gangula, B., von Alten, M., & Sniderman, B. 
(2015). Who owns the road? The IoT-connected car of 
today—and tomorrow.  Deloitte University Press, Au-
gust, 18, 2015.

27.	Sallab, A. E., Abdou, M., Perot, E., & Yogamani, S. (2017). 
Deep reinforcement learning framework for autonomous 
driving. arXiv preprint arXiv:1704.02532.

28.	Zhao, Y., & Fapojuwo, A. O. (2021, September). Secre-
cy outage probability and secrecy capacity for autono-
mous driving in a cascaded Rayleigh fading environment. 
In  2021 IEEE 94th Vehicular Technology Conference 
(VTC2021-Fall) (pp. 01-05). IEEE.

29.	Al-Sabaawi, A., Al-Dulaimi, K., Foo, E., & Alazab, M. 
(2021). Addressing malware attacks on connected and 

autonomous vehicles: recent techniques and challeng-
es.  Malware Analysis Using Artificial Intelligence and 
Deep Learning, 97-119.

30.	Soh, H., & Keljovic, N. (2024). Development of highly re-
configurable antennas for control of operating frequen-
cy, polarization, and radiation characteristics for 5G and 
6G systems. National Journal of Antennas and Propaga-
tion, 6(1), 31–39.

31.	El-Saadawi, E., Abohamama, A. S., & Alrahmawy, M. F. 
(2024). IoT-based optimal energy management in smart 
homes using harmony search optimization technique. 
International Journal of Communication and Computer 
Technologies, 12(1), 1-20. https://doi.org/10.31838/
IJCCTS/12.01.01

32.	Prasath, C. A. (2023). The role of mobility models in 
MANET routing protocols efficiency. National Journal of 
RF Engineering and Wireless Communication, 1(1), 39-
48. https://doi.org/10.31838/RFMW/01.01.05

33.	Abdullah, D. (2024). Design and implementation of se-
cure VLSI architectures for cryptographic applications. 
Journal of Integrated VLSI, Embedded and Computing 
Technologies, 1(1), 21-25. https://doi.org/10.31838/
JIVCT/01.01.05

34.	Abdullah, D. (2024). Strategies for low-power design in 
reconfigurable computing for IoT devices. SCCTS Transac-
tions on Reconfigurable Computing, 1(1), 21-25. https://
doi.org/10.31838/RCC/01.01.05

35.	Ariunaa, K., Tudevdagva, U., & Hussai, M. (2025). The 
need for chemical sustainability in advancing sustainable 
chemistry. Innovative Reviews in Engineering and Science, 
2(2), 33-40. https://doi.org/10.31838/INES/02.02.05

36.	Sadulla, S. (2024). Optimization of data aggregation 
techniques in IoT-based wireless sensor networks. Jour-
nal of Wireless Sensor Networks and IoT, 1(1), 31-36. 
https://doi.org/10.31838/WSNIOT/01.01.05

37.	Rahim, R. (2024). Adaptive algorithms for power man-
agement in battery-powered embedded systems. SCCTS 
Journal of Embedded Systems Design and Applications, 
1(1), 25-30. https://doi.org/10.31838/ESA/01.01.05

38.	Rahim, R. (2024). Quantum computing in communication 
engineering: Potential and practical implementation. 
Progress in Electronics and Communication Engineering, 
1(1), 26–31. https://doi.org/10.31838/PECE/01.01.05


